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Dedoco is the only secure Trust Orchestration platform for digital workflows, providing 
evidence and verification across documents, communications and system workflows. Our 
aim is to embed trust in our customer’s brand and processes.

These solutions are made available to customers with an API first approach 



The Dedoco App Suite

• Dynamic forms
Dedoco’s APIs support 
creation of dynamic 
forms

• Dynamic Data
Supports data 
extraction and 
download integration 
to repository 

• No Data Store
Captures signature 
with no sensitive data 
stored

• Digital Access
Forms can be digitized 
and accessible (e.g via 
weblink), filled, signed 
and submitted in one 
single action

Banks, FIS, Gov,
HealthCare

Dynamic forms that 
integrate easily with 
existing repositories

• Verify 
Proof of qualifications 
and accreditations 

• Ease of updates 
Employees’ records, 
certifications

• Representation
Ensure employees are 
rightfully representing 
the company

• Real-time verification 
Employment details / 
status

• Unique QR code 
Contains an individual’s 
personal contact 
information

Cross Industries

Generate secure, 
unique IDs, ideal for 
security passes and 
exclusive access 

• Convenience
Seamless experience 
for multiple parties 
combining Identity 
Validation + Virtual 
Document Signing + 
Recording

• Connected
Host, collaborate, and 
engage virtually with 
unlimited stakeholders 
in any geography

• Compliant
Connects the meeting 
recording and signing 
to create an immutable 
evidence trail 

Public Sector, 
Insurance, KYC, HR

Facilitate convenient 
and trusted virtual 
meetings for signers 
and witnesses

• Dynamic data 
Allows the insertion of 
variable fields, supports 
batch creation of 
certificates

• Custom template
Allows full 
customisation of 
certificate designs and 
data fields

• Sharable certs 
Earned accreditation, 
awards or 
achievements can be 
shared and celebrated 
as badge of recognition

Certification Bodies, 
IHLs 

Deliver authentic 
certificates by 
protecting the issuer 
and certificate holder

• Signing Options
Supports drawing, type 
or upload from desktop 
or mobile

• e-Signature Capture
All signature data are 
hashed together with 
document data

• Identity Provider (IdP) 
Integration 
Integrates national and 
private identity 
providers such as SG 
Gov SingPass

Gov, Banks Insurance, 
Real Estate, SMEs

Create digitally 
secured documents 
with ease, saving 
time on set-up

• Omni-channel 
Embed trust across     
your communications 
channels with email     
and SMS deliver options

Seamless Verification
Recipients can verify 
communication with     
the DeMail verifier app; 
download via Apple & 
Google Play Store.

• Bulk or Select Comms
APIs and Mail Client 
implementation allows 
for system-generated     
or selected messaging   
to become verifiable

Cross Industries

Protect your 
customers and brand
from financial and 
reputational damage 
caused by scams 

Key Sectors Served

New Features
● DeMail Service
● Document AI 

New Features
● DeMail Service
● Document AI
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How to Electronically Sign a Document | YouTube

https://www.youtube.com/watch?v=U19MNv7R7kQ
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How to Virtually Meet & Sign a Document | YouTube

https://www.youtube.com/watch?v=XD-k2OeDixE


Facts and Figures

Are Digital documents and signatures legally recognized and legally binding in Malaysia? YES

Digital Signatures Act 1997 (We are compatible with POS 
Digicert)

Electronic Commerce Act 2006

The Evidence Act 1950



Global DMS 
Issues

Next gen 
solutions

Current 
DMS 

issues

Decentralised
No-store transmission 

options.

Data Residency and 
Document Security
Dedoco’s 2 main value

Propositions.
Artifacts stays On-Premise

Next GenNext-Gen
Tech

Legacy Systems are 
Unadaptable, Siloed, 

Disconnected

Costly
Traditional, invasive 

implementation methods, 
“Locks you in”

Trust, Security and 
Compliance Concerns are 

unaddressed 

Centralised, 
Heavy, Complex 

Systems

Optimized
Hybrid infra model 

optimizes both costs and 
speed of implementation

Next-Gen
Blockchain-based, Trusted, 

Verifiable, Connected

Next-Gen Technology | Web3.0



In 3 Easy Steps



Company 1

✔

Checked

Approved

✔

Stakeholder 2

Passed

Signed

Stamp

Passed✔

Hash ID: 0abc11d3e...45f6g78h

Hash ID: 0efg16h3i...48j6k78l

Hash ID: 0hij11k6l...45m3n79o

Documents are 
protected and does not 
leave company server 
and/or user drive Evidence and timestamped records 

are being registered on the 
blockchain for immutability, 
traceability and verifiability

Company 3

Dedoco’s Unique Proposition: 
Document Stays “On-Premise” and Integrity is Protected

With Dedoco’s technology, document is protected and stays “on-premise”, while evidence is captured on-chain. 
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Document Verification with Dedoco Verify
Dedoco Platform Allows For Generating & instant Verification of Certificates utilizing ERC721 (NFT) standards 

Verify your document
Real-time verification of your documents validity. 
Only documents registered with Dedoco can be 
verified.

Receive a sharing certificate
View and download a copy of the signing certificate 
complete with audit trail for safe keeping and 
compliance checks. 

VerificationProcess and
Approval FlowDocument Preparation





Can you spot the difference?



Multi-Channel Communication Scams: A $6 Trillion Worldwide 
Problem

Yet, SMS engagement is critical for 
businesses to remain competitive and 
engaged with their customers.

● SMS has high open rates of ~98%

● SMS has highest response rates of 
~45%

= Massive ROI on A2P for Enterprises
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brandon@bursamalaysia.com

Are they the same?

Familiarity breeds complacency - impersonation 

brɑndon@bursɑmɑlɑysiɑ.com



The impact of successful scams goes beyond financials; REPUTATION

1



What is            used for?
For verifiable, omni-channel 
business communications

How is blockchain used?
Messaging (or email) records are 
hashed and signed before being 
stored on the blockchain, 
providing data integrity validation

How does AI help?
Ping’s AI engine gathers 
behavioral analytics and generates 
risk scores for continuous learning 
and fraud prevention

Powering Verifiable Trust for Omni-Channel Communications

NEW



: What are we solving and protecting?

• Brand reputation and financial losses from negative association with SMS scams

a. Ping provides a proactive digital tool for easy, self-serve verification of authentic SMSes (and emails)

• Extreme measures to protect, lead to severe drop in productivity and experience

a. Where clickable links are removed altogether, posing great inconvenience and delay to T+ days 
processes. Ping makes ‘clickable links available and safe again’ for needed customer experience and 
efficiency especially for banking, ecommerce, logistics and high-transaction sectors

• Hefty customer support costs for manual verification processes

a. Without a digital solution, manual verification process costs on average US$3-5 per support ticket vs 
Ping’s base charge of US$0.005 per SMS verification + an automated, streamlined workflow

• Confidentiality and security

a. Ping does NOT store the SMS content thus adhering to data and regulatory laws, while providing 
content cryptographic hashing for strongest security and tamper-proofness

• Ping alerts and insights 

a. Invalid verifications as a result of fraudulent SMSes can point to important insights such as the targeted 
profiles and phishing patterns for consequent prevention and traceability 



: “Making Messaging Safe and Trusted Again” 

A LIVE Demonstration

YouTube VideoLink for SMS Verification:

Ping SMS – YouTube

YouTube VideoLink for Email Verification:

DeMail - YouTube

YouTube VideoLink for Dashboard

Ping Dashboard - YouTube

Ping (dedoco.com)

https://www.youtube.com/watch?v=QKFIqNxpQAE
https://www.youtube.com/watch?v=JQwR3MwY4X4
https://www.youtube.com/watch?v=OMYDGInAybw
https://www.dedoco.com/products/ping


Anti-scam verification tool to protect business communication from 
impersonation – SMS/ Whatsapp

Empowers recipients and 

provides assurances through 

real-time verification

Bank 
app

- Assured trust on SMS/ messages 
through verification

- Added trust with mobile in-app 
verification (integrate into existing 
mobile application)  

- Facilitates user journey for VAS or 
marketing intents

- Copy

- Launch App

- Verify

3 Steps



Anti-scam verification tool to protect business communication from 
impersonation – emails on mobile

Bank app

Empowers recipients and 

provides the assurance 

through real-time verification

- Seamless verification on desktop 
email/outlook application
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A comprehensive dashboard on potential scam activities, alert levels and average 
cost avoidance or lost due to potential scams from impersonations

Real-time data derived from actual usage and ML analysis of threats
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OmniChannel Verification Without Storing Content

Solution 1:  Verification Code

● The Ping Omni Channel Service generates a verification code for Financial Institutions to 
append to Omni Channel messages upon request.

● Users will use the verification code to check if an Financial Institutions  has a record of sending 
an Omni Channel message to the user at this particular time.

● Simple 
● Check only transactional

Solution 2: Omni Channel Content Cryptographic Hashing

● Financial Institutions send Ping hashed Omni Channel content upon request.
● Users will copy or share the whole Omni Channel content with Financial Institutions for 

verification. The Ping Omni Channel service will perform verification through hash matching.
● The entire message content is verified 



Deployment and Protection

Integration for system-generated 
emails 

Outlook add-in 
for mail client generation

Embedded verification codes 
for system-generated 

Whatsapp, SMS 
API

Sender

Email

Recipients

Outlook-verify 
Capability

Banking App

✔ ✔✔
InternalConsumer

WA



[Use Case] How we solve the problem for banks

AfterBefore

Messaging communication, links 
are unsafe to click

Drop in Productivity & ROI
(T+ days when not using 
links)

Increase in customer support 
(USD$3 - USD$5 per case)

Proactive, self-serve verification for 
consumers  

Safe Delivery of Links via 
verifiable Whatsapp, SMS, 
emails (i.e. omni-channel)

Low, scalable base cost 



Proactive, self-serve verification for 
consumers (quicker response time, 

facilitated engagement)

Messaging communication (SMS) 
no links/ URLs. (multiple steps, 100% 

user dependent)

[Use Case] How we solve the problem for banks

Before After

In-app notification 

#1(mobile app) or directly 

via SMS #2

Requested action: 

subscribe by replying to a 

shortcode (SMS) #3

#

1

#2

#3

enrol now

#4 search SC7 on web

#5 click on search results for more details

#6 follow the steps to enrol

In-app verification #1(mobile 

app) using DSM from SMS 

#2

Customer & SMS is verified 

allowing further action in-app 

(mobile app) to facilitate 

additional subscription #2.a

#

1

#2

#2.a

SCAM FREE ASSURANCE FOR CUSTOMERS & BANKS



Disclaimers

The information provided by Dedoco Pte Ltd for the brochure is for general informational purposes only. All
information on the is provided in good faith, however we make no representation or warranty of any kind, express or
implied, regarding the accuracy, adequacy, validity, reliability, availability or completeness of any information.

Under no circumstance shall we have any liability to you for any loss or damage of any kind incurred as a result of
the use of the brochure information or reliance on any information provided on the brochure. Your use of the
brochure and your reliance on any information on it is solely at your own risk. The brochure may contain
testimonials by users of our products and/or services.

These testimonials reflect the real-life experiences and opinions of such users. However, the experiences are
personal to those particular users, and may not necessarily be representative of all users of our products and/or
services. We do not claim, and you should not assume, that all users will have the same experiences.

Thank You!
Embark on your digital 
ambitions   today  with

For more information, contact

hello@dedoco.com
michael.lee@dedoco.com

Mobile : +60 12 300 1998

www.dedoco.com

dedoco

dedoco_official

Dedoco

mailto:hello@dedoco.com
mailto:michael.lee@dedoco.com
http://dedoco.com/
http://www.dedoco.com/
http://linkedin.com/company/dedoco/
http://twitter.com/dedoco_official
https://www.youtube.com/channel/UCTJjYRTvt6squldERj2dydQ/featured
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